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ABSTRACT 

 
The emergence of information technology has changed many aspects of businesses and generated new ways of doing 
businesses. Organizations are adopting latest technologies to optimize their business processes in order to provide 
effective services and products to customers. Financial institutions especially banks in Saudi Arabia have adopted 
information technology in one way or another to providing financial services over internet that is e-banking. E-banking 
provides opportunities to gain maximum share in marketplace by expanding business, reducing cost of operation and 
improving customer loyalty. Companies adopt technologies in viewing customers’ acceptance and various studies have 
been reported for customers’ acceptance in adoption of technology. This research study presents the various influencing 
factors that impact the adoption of internet technology in banking sector in Saudi Arabia. A survey instrument has been 
used in collecting data from various banks. Based on the data this paper presents recommendations for the improvement 
of e-services in banking sector in Saudi Arabia. 
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INTRODUCTION 
 
Information technology has revolutionized businesses 
around the globe and it is becoming a cornerstone for the 
businesses to be a competitive in the marketplace. For the 
last few decades financial organizations have been 
affected by the evolution of technology especially with 
retail banking services. The emergence of various tools of 
internet has lured companies to adopt e-business in order 
to not only expand the businesses but also to provide 
faster, efficient and customer-centric services to their 
clients. Financial institutions such as banks and mutual 
fund companies have also realized the significance of 
internet and followed the trend sometimes called e-
banking referring to all banking transactions through 
internet applications. Banks provide their services and 
products online in order to meet customers’ needs. 
Customers have a great influence on the adoption of e- 
banking as they decide the use of internet banking based 
on their needs (Pikkarainen et al., 2004). Internet banking 
heavily depends on information technology to process and 
deliver information to concerned stakeholders; therefore, 
it is critical to adopt latest technology to providing 
reliable, efficient, effective and convenient services to 
customers. The rapid use of internet has created a new 
channel for providing banking services and products and 
now it is considered a strategic weapon in banking sector. 
Now e-banking services are crucial for the survival of 
banks and more and more banks are providing their 
services and products online. Customers always demand 
high degree of convenience with variety of financial 

management tools, products and services (Birch et al., 
1997). There are insufficient empirical research efforts 
that demonstrate the various issues and factors in adoption 
of information technology in banking sector. In this study 
we examine different issues and factors that influence the 
adoption of information technology (i.e. e-banking) in 
financial sector. 
 
The rapid development of information and communi-
cation technology and accessibility of internet have made 
it possible to make all banking transactions sitting at 
home or office at remote location. The banking industry is 
adopting new technology in order to provide efficient and 
convenient services to customers. Now e-banking is the 
most prominent in all e-businesses but at times its positive 
impact was overrated at one hand and its limitation was 
underrated on the other (Wolfe, 2004). Various studies 
have been reported to determine the factors for adoption 
of e-banking but relatively most of them were carried out 
with consumers acceptance perspectives rather 
institutions perspectives. Consumer acceptance is 
important to determine successful e-banking services 
(Dover, 1993). To derive factors a framework that is 
based on (Ajzen, 1985) and (Rogers, 1983) adapted from 
(Taylor et al., 1985) has been presented to determine the 
influential factors in adoption of e-banking (Tan et al., 
2000). A technology acceptance model (TAM) was 
developed by (Davis, 1985) to evaluate the level of 
customer acceptance to new information technologies in 
banking sector. There are different motivational factors 
and due to those factors banks usually adjust priorities in 
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the implementation of e-banking services. Large banks 
are equipped with technologies and finance they adopt e-
banking services much earlier as compare to the smaller 
banks that in general have lack of technological resources 
and finance (O’Connel, 2000). For a successful e-banking 
it is important that how customers are served and 
communicated and what is the ability of saving money 
(Wade, 2003). Therefore, a friendly user interaction in 
financial management is one of the important factors for 
an e-banking to be successful (Hamisah, 2003). A trust is 
an influential factor on consumers activities and hence 
success of e-banking services as Ganesan (1994) suggests 
that trust creates consumers activity. Jarvenpaa et al. 
(2000) describes trust is a critical factor in any business 
relationship where actions of a trustee are uncontrolled. 
Hosmer (1995) states trust as the expectation that 
concerned parties behave with commitment and honestly 
without taking any advantage. Since customers make 
transactions on internet they perceive threat and risk, 
therefore, trust is a basic requirement to customers for 
taking part in e-banking activities. Lee (2009) presented a 
model to explaining customers’ intention for using e-
banking services in which five specific risk factors have 
been described. The e-banking services have increased the 
notion of decentralization which is more effective in 
providing the services to customers in a fast paced 
environment. It has been found that e-services are quite 
slow in replying customers’ queries (Beckett, 2000).  
Studies on quality of customers in utilizing e-banking 
services (Hitt et al., 2002) and customers’ attitudes 
toward using e-banking services (Kaynak et al., 2005) 
have been reported. Shafi et el. (2004) have developed a 
model adapting TAM and including four new factors such 
as wireless internet safety, wireless response time, age 
and qualifications in order to evaluate the acceptance of 
iPark (free wireless internet in parks) amongst the citizens 

of Qatar. 
 
MATERIALS AND METHODS  
 
Methodology  
In order to collect data for this empirical study we 
developed a survey instrument comprising of 100 
questions that were clustered into ten different sections. 
The questionnaire approach is useful in obtaining 
quantitative scale and qualitative data (Cronford et al., 
1997). The survey method is inexpensive, less time 
consuming and simple to collect data. To check the 
validity and comprehension of the questionnaire, initially 
the survey instrument was delivered as a draft 
questionnaire to three local banks in order to get 
feedback. Based on the feedback from the three banks we 
reviewed some questions, altered wording, order and 
rephrased the questions. For sending survey questionnaire 
we browsed a list of financial institutions in Saudi Arabia 
from a directory and selected banks randomly. This 
method is an effective way of collecting data that has 
been employed by Sathye (1999) and Cheng et al. (2006). 
We have adopted the e-commerce model from 
(www.dfi.wa.gov/cu, 2010) in order to prepare our survey 
instrument. Figure 1 shows the e-commerce adoption 
model and its elements. 
 
We considered all the elements of the model and 
formulated various questions. Following completion of 
the draft survey we came to know that some specific areas 
were given more importance than other elements. 
Therefore we put more focus on system architecture and 
controls, security controls and infrastructure and 
personnel in the banks. Table 1 shows the number of 
questions in each of the parts of the survey instrument.  
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Fig. 1. E-commerce Adoption Model. 
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Table 1. Structure of the Survey Instrument. 
 

Section Section name No. of 
Questions 

1 Risk assessment 6 
2 Audit and consulting services 6 
3 Vendor management 6 
4 Member service and support 6 
5 Personnel 15 
6 System architecture and 

controls 
23 

7 Security controls and 
infrastructure 

15 

8 Business continuity 14 
9 Performance monitoring 3 

10 Revenue 6 
 
The survey instrument was delivered to various banks 
regardless their size and location in Saudi Arabia. The 
sole aim was to collect data in order to determine 
influential factors in adoption of information technology 
in banks and level of e-banking services they offer to their 
customers. The survey questions were aimed at 
managerial staffs and sent by email, mail and facsimile to 
different banks. We delivered the questionnaires to 23 
different large and small banks or financial institutions 
and after continuous follow-up 15 questionnaires were 
received in complete form. We considered 11 
questionnaires suitable for our study. Table 2 shows the 
list of participated banks with their market capitalization 
for banking sector in Saudi Arabia 
(www.tadawul.com.sa). 
 
Table 2. Saudi Bank Markets Share. 
 

Banks and Financial 
Services % to Sector % to Market 

Al Rajih Bank 32.26 8.94 
Samba Financial Group 13.72 3.8 
Riyadh Bank 12.18 3.38 
Saudi British Bank 9.82 2.72 
Bank Saudi Fransi 8.88 2.46 
Arab National Bank 8.32 2.31 
Alinma Bank 5.75 1.59 
Saudi Hollandi Bank 2.99 0.83 
The Saudi Investment 
Bank 

2.44 0.68 

Bank Al Bilad 1.89 0.52 
Bank Al Jazira 1.73 0.48 

 
Data Tools 
The survey questionnaires were delivered to the senior 
managerial level employees of banks in order to gain 
firsthand information. The managers however were 
instructed to gather information from any supportive 
means to complete the questionnaire. Each questionnaire 

was delivered in duplicate to each bank in order to collect 
data from two different people to maintain consistency. 
The extent to which the banking sector in Saudi Arabia 
adopt the e-commerce in an effective way can be 
measured by finding the strength of the application of the 
e-services that are provided by the banks with respect to 
the variables namely: (1) Risk (2) Audit and Consulting 
services (3) Vendor management (4) Members of the 
service (5) Personnel (6) System Architecture and 
Controls (7) Security Controls and Infrastructure (8) 
Business Continuity (9) Performance Monitoring (10) 
Revenue. These tools were used in the questionnaire to 
determine the extent to which banks in Saudi Arabia are 
applying them. 
 
Data Analysis 
The main aim of the study was to investigate the 
influential factors in adoption of information technology 
in banks (i.e. e-banking) and for this we distributed the 
questionnaire to collect data. Upon receiving the survey 
instrument we checked the reliability of the questionnaire 
and used SPSS to determine the Cronbach’s alpha value 
for each section of the questionnaire. In each section we 
found the value greater than 0.7 that shows the reliability 
of the questionnaire. 
 
We also found that the questionnaires were completed by 
the managerial level staff, however, supportive staff also 
helped in completing the questionnaire. Specifically 
closed-end questions were replied by the higher 
managerial staff rather opened-end questions which were 
completed by lower level staff. Nevertheless, the final 
completed version of the questionnaires was signed by the 
concerned highest managerial staff to showing agreement 
with all answers of the questions. 
 
RESULTS AND DISCUSSION 
 
The data collected from different banks shows that an 
average 42.87% of banks do not consider important 
aspects during hiring of personnel for e-banking such as 
routine checking of IT background, retention process of e-
commerce staff, skilled and experienced staff in e-
commerce misplaced, monitoring staff skill level etc. 
Similarly an average 36.8% banks management do not 
review their plans to update technology, absence of 
policies and procedures for cybercrime, periodic test of 
disaster recovery and business continuity plan etc. 
However, 79.03% banks have security controls in place 
and they constantly monitor the security procedures. 
Likewise, 78.55% banks have benefited from information 
technology and the revenue growth increased in result of 
e-banking services. The data shows that a large number of 
banks do not implement business continuity and disaster 
plans. We found the variables in questions were in 
positive relationship with the effective use of information 
technology in banking services, however, some variables 
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need to be implemented in more effectively. It was found 
that less than 45% banks have scarcity of in-house IT 
personnel and support from outside that causes delay in 
responding to customers and e-banking services. The data 
is evident that banking sector needs to monitor risks and 
prioritize the issues disclosed in the audit or quality 
review. Vendors need to address the security issues and 
its procedures. Banks must review their plans, at least 
annually, based on changes in technology, its 
infrastructure or e-commerce activities banks must review 
their plans, at least annually, based on changes in 
technology, its infrastructure or e-commerce activities. 
Table 3 shows the strength of variables implementation in 
banks. 
 
Table 3. Implementation of the Variables in Banks. 
 

Average Percentage Variable Yes No 
Risk assessment 73.8 26.2 
Audit and consulting 
services 

69.03 30.97 

Vendor management 66.63 37.33 
Member service and 
support 

64.25 35.75 

Personnel 57.13 42.87 
System architecture and 
controls 

78.86 21.14 

Security controls and 
infrastructure 

79.03 20.97 

Business continuity 63.72 36.28 
Performance monitoring 64.25 35.75 
Revenue 78.55 21.45 

 
We observed that a significant number of banks do not 
have appropriate application of security controls. Since e-
banking services are influenced by trust and security it is 
important that institutions must adopt latest information 
technology and tools in order to provide secure and 
reliable service online. For future work we aim to 
investigate adoption intentions of banks that are interested 
to implement latest technologies in e-banking services 
and the impacts of such services on business growth. 
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